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NetFormers tworzą ludzie pełni technologicznej pasji, chcący codziennie rozwijać swoje kompetencje i umiejętności 

poprzez realizację najbardziej wymagających projektów. Tylko dzięki nieustannemu rozwojowi działalności naszej 

firmy, jesteśmy w stanie dostarczać kompleksowe rozwiązania z zakresu projektowania, wdrażania, utrzymywania i 

ochrony sieci i systemów komunikacji biznesowej dostosowane do potrzeb naszych Klientów.  

 

Inżynier Wdrożeniowy (Rozwiązania IT/Security/Sieć) (m/f) 

 

Podstawowy zakres działań: 

 

Planowanie i przygotowanie wdrożeń 

• Analiza potrzeb klienta i projektowanie architektury rozwiązań sieciowych oraz bezpieczeństwa 

• Przygotowanie dokumentacji technicznej (HLD/LLD), dobór technologii i sprzętu 

• Udział w warsztatach technicznych i spotkaniach z klientami 

Prowadzenie Proof of Concept (POC) 

• Organizacja i realizacja testów POC w środowisku klienta lub demo 

• Prezentacja funkcjonalności rozwiązań (firewalle, SD-WAN, EDR, NAC, Wi-Fi) 

• Ocena wyników testów i przygotowanie rekomendacji wdrożeniowych 

Realizacja projektów wdrożeniowych 

• Konfiguracja i uruchamianie sieci LAN/WAN/Wi-Fi (Cisco, Fortinet, Extreme, Palo Alto) 

• Wdrożenia systemów bezpieczeństwa: firewalle, VPN, segmentacja sieci, polityki bezpieczeństwa, IPS/IDS 

Bezpieczeństwo IT i integracja rozwiązań 

• Udział w projektach wdrożeniowych rozwiązań EDR/XDR, NAC, DLP, SIEM, WAF - w zależności od 

kompetencji 

• Konfiguracja polityk bezpieczeństwa, segmentacji sieci i dostępu 

Testy, optymalizacja i dokumentacja 

• Testowanie wydajności i poprawności wdrożeń 

• Opracowanie dokumentacji powdrożeniowej oraz szkolenie użytkowników końcowych 

• Udział w analizach wydajności i rekomendowanie ulepszeń 

Wsparcie techniczne i serwis 

• Zapewnienie wsparcia technicznego w okresie „rozruchu” po wdrożeniu 

• Udział w dyżurach serwisowych (1 tydzień w miesiącu, rotacyjnie) 

 

Nasze oczekiwania: 

 

• Praktyczne doświadczenie w konfiguracji sieci LAN, WAN, Wi-Fi 

• Udział w kompleksowych projektach wdrożeniowych, integracjach i migracjach środowisk sieciowych 

• Bardzo dobra znajomość obszarów systemów bezpieczeństwa sieciowego, w szczególności w zakresie 

wdrożeń i administracji firewalli – mile widziane doświadczenie z co najmniej dwoma z poniższych 

producentów: 
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✓ Cisco 

✓ Fortinet 

✓ Palo Alto Networks 

✓ Extreme Networks 

• Znajomość zagadnień związanych z segmentacją sieci, politykami bezpieczeństwa, VPN, SD-WAN 

• Prawo jazdy kat. B i gotowość do pracy u klientów (terenowo / hybrydowo) 

• Samodzielność, dobra organizacja pracy, umiejętność komunikacji z klientem 

• Znajomość języka angielskiego na poziomie pozwalającym na zrozumienie dokumentacji technicznej 

Mile widziane: 

• Doświadczenie w pracy z serwerami (Windows/Linux), wirtualizacją, środowiskami chmurowymi 

• Wiedza z zakresu EDR/XDR, DLP, NAC, WAF, SIEM, itp. 

• Zainteresowanie tematyką AI  

• Preferowane certyfikaty związane z bezpieczeństwem i sieciami będą dodatkowym atutem. 

 

Możemy zaproponować: 

 

• Nowoczesne biuro na Pradze. 

• Nieograniczone możliwości rozwoju (każdy projekt to niepowtarzalne wyzwanie techniczne). 

• Elastyczna forma współpracy (umowa o pracę/B2B).  

• Atrakcyjne wynagrodzenie (podstawa + premia). 

• Pracę hybrydową 

• Sprzęt potrzebny do pracy (MacBook + Iphone, samochód służbowy lub car allowance). 

• Dodatkowe benefity takie jak: opieka medyczna, ubezpieczenie na życie, karta MultiSport, budżet 

szkoleniowy. 

• Świetną atmosferę do pracy i rozwoju. 

• Realny wpływ na działalność i charakter firmy. 


