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NetFormers tworza ludzie pelni technologicznej pasji, chcacy codziennie rozwija¢ swoje kompetencje i umiejetnosci
poprzez realizacje najbardziej wymagajacych projektéw. Tylko dzieki nieustannemu rozwojowi dziatalno$ci naszej
firmy, jesteSmy w stanie dostarcza¢ kompleksowe rozwigzania z zakresu projektowania, wdrazania, utrzymywania i

ochrony sieci i systeméw komunikacji biznesowej dostosowane do potrzeb naszych Klientéw.
Inzynier Wdrozeniowy (Rozwigzania IT/Security/Sie¢) (m/f)

Podstawowy zakres dziatan:

Planowanie i przygotowanie wdrozen
e Analiza potrzeb klienta i projektowanie architektury rozwigzan sieciowych oraz bezpieczenstwa
e Przygotowanie dokumentacji technicznej (HLD/LLD), dobér technologii i sprzetu
e Udziat w warsztatach technicznych i spotkaniach z klientami
Prowadzenie Proof of Concept (POC)
e Organizacja i realizacja testéw POC w $Srodowisku klienta lub demo
e Prezentacja funkcjonalnosci rozwigzan (firewalle, SD-WAN, EDR, NAC, Wi-Fi)
e  Ocena wynikow testow i przygotowanie rekomendacji wdrozeniowych
Realizacja projektéw wdrozeniowych
e Konfiguracja i uruchamianie sieci LAN/WAN/Wi-Fi (Cisco, Fortinet, Extreme, Palo Alto)
e  Wdrozenia systeméw bezpieczenstwa: firewalle, VPN, segmentacja sieci, polityki bezpieczenstwa, IPS/IDS
Bezpieczenstwo IT i integracja rozwiagzan
e Udziat w projektach wdrozeniowych rozwigzan EDR/XDR, NAC, DLP, SIEM, WAF - w zaleznos$ci od
kompetencji
o Konfiguracja polityk bezpieczenstwa, segmentacji sieci i dostepu
Testy, optymalizacja i dokumentacja
e Testowanie wydajnosci i poprawnosci wdrozen
e Opracowanie dokumentacji powdrozeniowej oraz szkolenie uzytkownikéw koncowych
e Udziat w analizach wydajno$ci i rekomendowanie ulepszen
Wsparcie techniczne i serwis
e Zapewnienie wsparcia technicznego w okresie ,rozruchu” po wdrozeniu

e Udziat w dyzurach serwisowych (1 tydzien w miesigcu, rotacyjnie)
Nasze oczekiwania:

e Praktyczne do$wiadczenie w konfiguracji sieci LAN, WAN, Wi-Fi

e Udziat w kompleksowych projektach wdrozeniowych, integracjach i migracjach srodowisk sieciowych

e Bardzo dobra znajomo$¢ obszaréw systeméw bezpieczenstwa sieciowego, w szczegdlnosci w zakresie
wdrozen i administracji firewalli - mile widziane do$wiadczenie z co najmniej dwoma z ponizszych

producentow:
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Cisco
Fortinet

Palo Alto Networks

SSEENEE NN

Extreme Networks

Znajomos¢ zagadnien zwigzanych z segmentacja sieci, politykami bezpieczenstwa, VPN, SD-WAN

e Prawo jazdy kat. B i gotowo$¢ do pracy u klientéw (terenowo / hybrydowo)

e Samodzielno$¢, dobra organizacja pracy, umiejetnos¢ komunikacji z klientem

e Znajomo$¢ jezyka angielskiego na poziomie pozwalajacym na zrozumienie dokumentacji technicznej
Mile widziane:

e Doswiadczenie w pracy z serwerami (Windows/Linux), wirtualizacja, Srodowiskami chmurowymi

e Wiedza z zakresu EDR/XDR, DLP, NAC, WAF, SIEM, itp.

e Zainteresowanie tematyka Al

e Preferowane certyfikaty zwigzane z bezpieczenistwem i sieciami beda dodatkowym atutem.

Mozemy zaproponowac:

e Nowoczesne biuro na Pradze.

e Nieograniczone mozliwosci rozwoju (kazdy projekt to niepowtarzalne wyzwanie techniczne).

e Elastyczna forma wspoétpracy (umowa o prace/B2B).

e Atrakcyjne wynagrodzenie (podstawa + premia).

e Prace hybrydowa

e Sprzet potrzebny do pracy (MacBook + Iphone, samochdd stuzbowy lub car allowance).

e Dodatkowe benefity takie jak: opieka medyczna, ubezpieczenie na Zycie, karta MultiSport, budzet
szkoleniowy.

e Swietng atmosfere do pracy i rozwoju.

e Realny wplyw na dziatalno$c¢ i charakter firmy.



